
29 January 2026 (Thursday), 9.00 am – 1.00 pm
Sheraton Hotel Petaling Jaya

Strategies and 
Solutions with 
Danny Kim

A special briefing for 
•	 C-Suite Leaders
•	 Board Members
•	 Business Leaders
•	 Business Owners

SUPPORTED BY:



SPEAKER

DANNY KIM

Danny is a recognised industry expert 
on Enterprise Security, Active Directory, 
Datacentre Automation, and Cloud Computing. 
He has helped more than 30 Fortune 100 
companies design and deploy their security, 
datacentre, and cloud-based infrastructures. 
He has also architected and developed several 
leading cloud security management products. 
Danny holds a BS in Computer Science from 
Cornell University.

In addition to his technical expertise, Danny is 
also a successful entrepreneur and business 
leader. He is the founder and CTO of FullArmor 
Corp., a leading provider of cloud security 
management solutions. FullArmor counts 
more than 30 of the Fortune 50 amongst its 
customers, and has done OEM and asset sales 
to large enterprise vendors such as Microsoft, 
NetlQ, Citrix, Dell, and others.

Danny is also passionate about education 
and outreach. He serves as VP/Director of 
Valley Christian Schools Math Science and 
Engineering, and Chief Technology Officer of 
Quest Institute, where he utilises his industry 
skills to provide innovative opportunities for 
students to fly experiments to the International 
Space Station and navigate to deepest 
unknown oceans.

Danny is a highly respected and accomplished 
leader in the IT industry. He is known for his 
technical expertise, and business acumen.

Strategies and Solutions  
with Danny Kim

Malaysia has seen a rise in cyber-attacks and is 
amongst the top 10 most attacked countries in 
the world. This half day programme will provide 
Leaders with the awareness and knowledge to 
understand the global landscape and state of 
cybersecurity crisis facing organisations and 
nations alike. It will bring the latest insights and 
research on threats that will hit the shores of Asia 
and sophisticated cybercrime deployment that 
all businesses and organisations must know to 
be prepared for the wave of attacks that will only 
ramp up in the months to come.

The programme will walk through the forensics 
of major cyberattacks for leaders to witness the 
unfolding of the crisis and where the triggers 
or preventions could have taken place before-
during-and post attack media communications. It 
will also address best practices in "Cybersecurity 
Reporting Indicators" that should be incorporated 
in every organisation.

The finale of the programme will deep dive into 
the future of cybersecurity with the advancement 
of Al and Quantum Computing and how 
unpreparedness will lead to major negative 
disruption in organisations. It would introduce 
innovative solutions and stealth technology that 
are being deployed in the US and Europe that 
would be critical in making organisations more 
resilient in the face of rising threats.



PROGRAMME OUTLINE

8.30 am Registration & Welcome Refreshments 
Networking Opportunity with Danny Kim

9.00 am Welcome and Introduction to Today's Context 
and to Senior Leaders’ Role in Cybersecurity

9.15 am MODULE 1: UNDERSTANDING CYBER RISKS

•	 The Cyber Threat Landscape: Current trends and threat 
Actors

•	 Identifying Key Cyber Risks in Your Organisation

•	 Deconstructing How Hackers Enter Into Your 
Organisations and Systems: Case Studies Forensics

•	 Cybersecurity Frameworks and Best Practices

MODULE 2: RESPONSIBLE GOVERNANCE

•	 The Role of Leadership in Cybersecurity, Data Protection, 
and Critical Asset Safeguarding

•	 Leaders’ Oversight Role of the Security Operations  
Centre (SOC)

•	 Vendor Risk Identification and Management

•	 Incident Response Planning

10.30 am MORNING REFRESHMENT & NETWORKING

11.00 am MODULE 3: CYBER CRISIS MANAGEMENT

•	 The Impact of Al and quantum Computing on 
Cybersecurity and What Strategies Should Organisations 
Have to Prepare for its Escalation

•	 Cyber Crisis Scenarios and Case Studies

•	 Stealth-Based Cybersecurity Technology

•	 Legal and Compliance Implications in a Cyber Crisis

•	 Post-Incident Review and Continuous Improvement

•	 Communications and Cybersecurity Hack Crisis 
Management

12.30 pm Q&A and Closing Thoughts

1.00 pm NETWORKING LUNCH AND END OF PROGRAMME

This cybersecurity awareness 
programme is designed for 
Leaders to enable them to have 
better foresight of upcoming 
disruption, practice responsible 
governance and be prepared to 
effectively manage cybersecurity 
crises. 

In today's digital age, protecting 
your organisation from cyber 
threats is paramount, and this 
programme will expose you to the 
most recent innovations needed 
to safeguard your business.
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	 Understanding Cyber Risks 

	 Responsible Governance & 
Threat Mitigation 

	 Cyber Crisis Management
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With immediate effect, enrolment for all 
CPE programmes will be

STRICTLY VIA ONLINE REGISTRATION ONLY

Leading the Cybersecurity Frontier:  
Strategies and Solutions with Danny Kim

PROGRAMME FEES

Member (MIA/CSM/FPLC/PIKOM)*/
Member Firm	 | RM 1,688  
Non-member	 | RM 1,888  

*	 CSM, FPLC and PIKOM members are required to contact 
MIA to register for this programme.

Preferred Payment: Pay with MIA-CIMB Affinity Credit Card.

PROGRAMME DETAILS & REGISTRATION

HRDC Training Programme No.: 10001593587

29 January 2026 (Thursday), 9.00 am – 1.00 pm
Sheraton Hotel Petaling Jaya

Contact	 :	 Kogilavani   
Tel	 :	 03 2722 9294 
Fax	 :	 03 2722 9009
Email	 :	 sp@mia.org.my
Address	 :	 Malaysian Institute of Accountants
		  Dewan Akauntan
		  Unit 33-01, Level 33
		  Tower A, The Vertical
		  Avenue 3, Bangsar South City
		  No. 8, Jalan Kerinchi 
		  59200 Kuala Lumpur

PROGRAMME FEE
•	Fee is payable to MALAYSIAN INSTITUTE OF ACCOUNTANTS
•	Depending on the event, the fee includes course materials and/or lunch 

and/or tea breaks.
- Individual Registration: Full payment shall be made at the point of 

online registration.
- Corporate Registration: Full payment shall be made within thirty 

(30) days from the date of the Invoice or 1 day before the programme, 
whichever earlier.

•	Admittance to the programme shall be granted only upon full payment as 
per the above requirement.

PAYMENT MODE
•	Payment must be made through the electronic channels i.e. online 

payment via the MIA member service portal and electronic fund 
transfer (EFT).

•	Payment by cash and cheque is NOT ACCEPTABLE effective from  
1 January 2022. 

HRD CORP (FOR CLAIMABLE EVENTS ONLY)
•	MIA is an approved Training Provider registered under 'Institut 

Akauntan Malaysia' (MyCoID: 631967).
Employer’s Obligations
•	To ensure grant approval is obtained prior to event registration and to 

provide the Grant ID notification upon event registration.
•	To make full payment to MIA as per the issued Invoice within 14 

working days upon receipt of MIA’s notification in the event the 
approved training fee is cancelled by HRDC due to non-compliance 
on the part of the participant or his/her employer or any valid reasons 
stipulated by HRDC.

•	To settle the balance payment to MIA within 14 working days upon 
receipt of MIA’s notification in the event only partial claim is approved 
by HRDC. MIA will provide copy of the original invoice and will not issue 
a new invoice for the balance amount.

•	 If employer has made payment prior to grant approval, a refund will 
be made to employer subject to reimbursement received from HRDC. 
Refund will be made upon receipt of duly completed employer’s EFT 
Form.

•	To provide required information and/or documents after completion 
of event for the purpose of HRDC Claim within 7 working days upon 
receipt of MIA’s notification.

CANCELLATION
Should the participant decide to cancel his/her enrolment, a cancellation 
policy shall be applied as follows:
•	For written cancellation received with minimum seven (7) days’ notice 

from the date of the programme, no penalties will be imposed and full 
refund will be made to participants who have paid.

•	For written cancellation received less than seven (7) days from the date 
of the programme, an administrative charge of 20% of the registration 
fee will be imposed. Unpaid registrations will also be liable for a 20% 
administrative charge.

•	No refunds will be made for written cancellations received on the day of the 
programme or for participants who failed to join the programme. Unpaid 
registrations will also be liable for full payment of the registration fee.

•	Replacing registered participants is not allowed.
•	Paid registration that is cancelled can opt to transfer the paid amount to 

future event(s) after deducting any applicable administrative charges.
•	The transfer request to future event(s) should be confirmed by 

Corporate/Individual within three (3) days after cancellation otherwise 
the cancellation will be confirmed with refund action. Transfer request 
will not be entertained after the refund is processed.

•	Corporate/Individual is required to top-up the balance amount if the 
amount to be transferred to the future event is insufficient.

•	Any excess amount after transfer will be refunded to the Corporate/
Individual’s bank account as provided in the EFT form.

•	Corporate/Individual is required to provide the EFT form each time when 
a refund is requested.

PARTICIPANT’S CLASSIFICATION AND INFORMATION
Category: Corporate/Individual
•	Please select the participant classification carefully as it determines the 

fee payable. No alteration will be allowed upon registration.
•	The information on Corporate/Individual provided shall be deemed true 

and correct. No alteration will be allowed upon registration.
VERIFICATION OF ATTENDANCE
•	All participants are required to present photo identification (NRIC, driving 

licence or company’s ID card) at the point of registration prior to signing 
the registration list when attending the programme. Admittance may be 
denied upon failure to present photo identification.

CERTIFICATE OF ATTENDANCE AND CPE CREDIT HOURS
•	Upon full attendance of the programme, participants will be issued an 

e-certificate of attendance. For this purpose, it is COMPULSORY to fill in 
the email address clearly.

•	CPE credit hours will be credited into the MIA Member Services Portal 
within 14 days of the programme for participants who have complied 
with all terms and conditions stipulated herein.

•	Participants will only be entitled to the CPE hours upon attending the 
entire duration of the programme. CPE hours will not be accorded for 
partial attendance.

COPYRIGHT
The materials of the programme shall not be disclosed or used in any 
manner, either wholly or partially against any other parties and/or used 
in any manner, either wholly or partially as a defence by you and/or any 
other parties under any circumstances. The participants are therefore 
prohibited from reproducing any materials of this programme. All copyright 
and/or intellectual property rights in any relevant materials produced in 
this Programme will remain with the party who produced such materials. 
MIA disclaims responsibility for the materials of this programme. Neither 
the MIA, its Council or any of its Boards or Committees nor its staff shall 
be responsible or liable for any claims, losses, damages, costs or expenses 
arising in any way out of or in connection with any persons relying upon the 
materials provided during the programme.
DATA PROTECTION
Information given by the participants to MIA is true, accurate and to the 
best of their knowledge. The participants have read and agreed with the 
Privacy Notice as stated on MIA’s official website and therefore, allow MIA 
to collect, process, store and use the participants’ data other than what is 
provided under the Personal Data Protection Act 2010.
EXCLUSION OF LIABILITY
This programme shall not constitute an endorsement of the speaker(s) by 
MIA and MIA shall not be liable for whatsoever circumstances arising from 
any engagement between the speaker(s) and the programme’s participants.
DISCLAIMER
Malaysian Institute of Accountants (MIA) reserves the right to change 
the speaker(s), date(s), time(s) and to cancel the programme should 
circumstances beyond its control arise. MIA shall not be responsible 
for any costs, damages or losses incurred by the participant due to 
the changes and/or cancellation. MIA also reserves the right to make 
alternative arrangements without prior notice should it be necessary to do 
so. Upon registering, you are deemed to have read and accepted the terms 
and conditions herein.

TERMS & CONDITIONS FOR SEMINARS

For any assistance, please call (8.45am-5.30pm, Monday-Friday) 

MIA Help Desk @ 603-2722 9000

REGISTRATION PROCESS
•	 To view more events and download the full brochure, please visit: pd.mia.org.my
•	 Search and select the event
•	 Click ‘Register’ to experience the new system by continuing with the respective steps below:
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CLICK ON
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the registered email


